


1ตดิตามการข้อมูลภาพถ่ายทางการแพทยเ์ข้าระบบ Imaging HUB API

วัตถุประสงค์การน าเสนอ   เพือ่ทราบ และ
1. แจง้ผูเ้ก่ียวขอ้งด ำเนินกำรประสำนบรษัิท เพ่ือสง่ขอ้มลูภำพถ่ำยทำงกำรแพทยผ์่ำนระบบ  API 
2. เชิญชวนเขำ้ใชง้ำน ระบบ MOPH AI Chest Xray

สป.ขอควำมรว่มมือน ำเขำ้ขอ้มลูภำพถ่ำยทำงกำรแพทยผ์ำ่นช่องทำง Platform Imaging HUB

และเชิญชวนใชง้ำน MOPH AI Chest Xray 

     -เช่ือมโยงขอ้มลูสขุภำพใหเ้ป็นระบบเดียว 
     -พฒันำ AI มำช่วยในกำรวิเครำะหข์อ้มลูวินิจฉยัโรค

รพ. ทีส่่งข้อมูล ผ่านระบบ API
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     รพ.ไพรบงึ 
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     รพ. เบญจลักษฯ์ 
         



2 ตดิตามการเชื่อมระบบข้อมูลภยัคุกคามไซเบอร ์(IoC) กับแพลตฟอรม์โอเพนชอรส์ส าหรับแลกเปลี่ยนข้อมูลข่าวกรอง
    เกีย่วกับภยัคุกคามทางไซเบอร ์(MISP: Malware Information Sharing Platform )

สสจ. ศรีสะเกษ ขอความร่วมให้โรงพยาบาลในจังหวัด 
ศรีสะเกษทุกแห่งด าเนินการเชือ่มระบบข้อมูลภยัคุกคาม
ไซเบอร ์ (loC) กับแพลตฟอรม์โอเพนชอรส์ส าหรับ
แลกเปล่ียนข้อมูลข่าวกรองเกี่ยวกับภยัคุกคามทาง
 ไชเบอร ์(MISP)
ให้แล้วเสร็จ ภายในเดอืน 31 มกราคม 2569     

วัตถุประสงค์การน าเสนอ   เพือ่ทราบ และ
  แจ้งผู้เกี่ยวข้องด าเนินการเชื่อมระบบข้อมูลภยัคกคามไซ
เบอร์ (loC) กับแพลตฟอร์ม
   โอเพนชอร์สส าหรับแลกเปลี่ยนข้อมูลขา่วกรอง เกี่ยวกับ
ภัยคุกคามทางไชเบอร์ (MISP)

ให้แล้วเสร็จ ภายในเดือน 31 มกราคม  2569

ประสานงาน ศูนย์ประสานงานการรักษาความมั่นคงปลอดภัยไซเบอร์ด้านสาธารณสุข (HealthCERT) ศูนย์เทคโนโลยีสนเทศและการสื่อสาร Line Official @health-cirt
E-mail health-cirt@moph.go.th  Tel 0 2590 1201 

                หรือกลุ่มงานสุขภาพดิจิทัล ส านักงานสาธารณสุขจังหวัดศรีสะเกษ Tel 0 4561 6040 ต่อ 308 นายอาทิตย์  สุทาศรี



3. คลนิิกนัดหมายออนไลน ์

วัตถุประสงค์การน าเสนอ   เพือ่ทราบ และ
- จดับรกิำรนดัหมำยออนไลน์
- ประชำสมัพนัธใ์หป้ระชำชนเขำ้ใชบ้รกิำ 

โดยจองคิวผำ่นแอพหมอพรอ้ม

จ ำนวน รอ้ยละ จ ำนวน รอ้ยละ จ ำนวน รอ้ยละ

อ ำนำจเจรญิ 3,800      2,447     64.39     10,490   276.05   12,937   170.22   

ยโสธร 5,700      4,832     84.77     5,695     99.91     10,527   92.34     

มกุดำหำร 3,800      2,267     59.66     2,733     71.92     5,000     65.79     

ศรสีะเกษ 7,500      3,519     46.92     4,762     63.49     8,281     55.21     

อบุลรำชธำนี 9,500      1,265     13.32     2,135     22.47     3,400     17.89     

Grand Total 30,300    14,330   47.29     25,815   85.20     40,145   66.25     

เป้ำหมำย

รำยไตรมำส
จังหวัด

จ ำนวนกำรจองควินัดหมำย online  เขตสขุภำพที ่10

Q1

ตค-ธค.68

Q2

มค-มคี.69
รวม Q1+Q2

จ ำนวน รอ้ยละ จ ำนวน รอ้ยละ จ ำนวน รอ้ยละ

10933 โรงพยำบำลขนุหำญ 450          1,011     224.67   391        86.89     1,402        155.78       

23125 โรงพยำบำลเบญจลกัษ์ 250          31         12.40     646        258.40   677           135.40       

10928 โรงพยำบำลกันทรำรมย์ 450          635       141.11   497        110.44   1,132        125.78       

10943 โรงพยำบำลเมอืงจันทร์ 250          171       68.40     402        160.80   573           114.60       

10930 โรงพยำบำลขขุนัธ์ 450          294       65.33     724        160.89   1,018        113.11       

10931 โรงพยำบำลไพรบงึ 250          147       58.80     240        96.00     387           77.40        

10939 โรงพยำบำลศรรัีตนะ 300          52         17.33     377        125.67   429           71.50        

10935 โรงพยำบำลอทุมุพรพสิยั 450          378       84.00     170        37.78     548           60.89        

10940 โรงพยำบำลวังหนิ 250          69         27.60     233        93.20     302           60.40        

10929 โรงพยำบำลกันทรลกัษ์ 700          350       50.00     372        53.14     722           51.57        

10942 โรงพยำบำลภสูงิห์ 250          8           3.20      244        97.60     252           50.40        

10938 โรงพยำบำลโนนคณู 250          62         24.80     122        48.80     184           36.80        

28014 โรงพยำบำลพยหุ์ 250          70         28.00     111        44.40     181           36.20        

28016 โรงพยำบำลศลิำลำด 100          -        -        36         36.00     36             18.00        

10700 โรงพยำบำลศรสีะเกษ 900          128       14.22     66         7.33      194           10.78        

10936 โรงพยำบำลบงึบรูพ์ 250          40         16.00     1           0.40      41             8.20          

10937 โรงพยำบำลหว้ยทับทัน 250          17         6.80      23         9.20      40             8.00          

10941 โรงพยำบำลน ้ำเกลีย้ง 250          11         4.40      22         8.80      33             6.60          

10934 โรงพยำบำลรำษีไศล 450          10         2.22      46         10.22     56             6.22          

28015 โรงพยำบำลโพธิศ์รสีวุรรณ 250          -        -        29         11.60     29             5.80          

10927 โรงพยำบำลยำงชมุนอ้ย 250          23         9.20      3           1.20      26             5.20          

10932 โรงพยำบำลปรำงคก์ู่ 250          12         4.80      7           2.80      19             3.80          

รวม 7,500       3,519     46.92     4,762     63.49     8,281        55.21        

เป้ำหมำย

รำยไตรมำส

Q1
รหสั รพ. โรงพยำบำล

      : ขอ้มลูกำรจอง ถงึ  1 ตค 68 - 31 มคี 69

ทีม่ำ : หมอพรอ้ม Station  ณ 28 มกรำคม 2569

Q2 รวมทัง้ปี



4 การด าเนินงานตามเกณฑค์วามม่ันคงปลอดภัยไซเบอร ์CTAM + 

วัตถุประสงค์การน าเสนอ 
เพือ่ทราบ  และแจ้งผู้เกี่ยวข้องด าเนินการ และส่งเอกสาร การประเมิน 

ภายในวันที ่ 5 กุมภาพันธ ์2569

ปีงบประมาณ 2569 กระทรวงสำธำรณสขุ ก ำหนดเกณฑก์ำรประเมินกำร
รกัษำควำมมั่นคงปลอดภยั ไซเบอร ์(CTAM + : Cybersecurity 
Technical Assessment Matrix Plus) ของ โรงพยำบำล  ส ำนกังำน
สำธำรณสขุจงัหวดั มีเปำ้หมำย ใหห้น่วยบรกิำรทกุแห่งผ่ำนเกณฑก์ำร
ประเมินขัน้สงู  ซึง่มีเกณฑก์ำรตรวจสอบท่ีทกุหน่วยงำนตอ้งมี หรอืผ่ำน 
จ ำนวน 17 ขอ้

1 Backup  
2 Antivirus Software  มีกำรตดิตัง้ Anti-Virus หรือ EDR

3 Access Control (Public และ Private) 
4 Privileged Access Management (PAM) 
5 Business Continuity Plan (BCP) และ Disaster Recovery Plan (DRP)  และมีกำร 1 ครัง้ / ปี
6 OS Patching  
7 Multi-Factor Authentication (2FA)

 8 Web Application Firewall (WAF)

9 Log Management

10 Security Information & Event Management (SIEM) 11) Vulnerability Assessment (VA Scan)

12) Information Asset Inventory and System Termination

13) มีกำรอปัเดตซอฟตแ์วรห์รือแพตช ์ดำ้นควำมปลอดภยั

14) Network Segmentation  

15) Licensed Software:

16) Penetration
17) Cybersecurity & PDPA Policy and  Personnel Development: มีนโยบำยดำ้นกำรรกัษำควำมมั่นคง
ปลอดภยั  ไซเบอรแ์ละกำรคุม้ครองขอ้มลูสว่นบคุคล (PDPA) รวมถึงมีกำรสง่เสรมิใหเ้กิดกำรพฒันำ บุคลากร

ด้านดังกลา่ว



5 การด าเนินการปราบปรามอาชฌากรรมทางเทคโนโลย ีกรณีการส่ง SMS ทีม่กีารแนบลงิค์

วัตถุประสงค์การน าเสนอ 
เพือ่ทราบ และขอให้ท่านแจ้งผู้เกี่ยวข้องด าเนินการให้เป็นไปตามแนวทางที่

กระทรวงดจิทิลัเพือ่เศรษฐกิจและสังคม เสนอ

ส ำนกังำนปลดักระทรวงดิจิทลัเพ่ือเศรษฐกิจและสงัคมแจง้ ในกำรประชมุเม่ือวนัท่ี 19  พฤศจิกำยน 2568 
คณะรฐัมนตรีไดร้บัทรำบขอ้มลูรำยงำนผลกำรด ำเนินกำรปรำบปรำมอำชญำกรรมทำงเทคโนโลยี กรณีกำรสง่ SMS ท่ีมี
กำรแนบลงิค ์กระทรวงดิจิทลัฯ ไดเ้สนอแนวทำงใหห้น่วยงำนรำชกำรและองคก์รหน่วยงำนท่ีอยูใ่นก ำกบัของภำครฐั 
พิจำรณำยกเลกิกำรสง่ SMS หรอืขอ้ควำมสัน้และอีเมลแนบลงิกใ์หก้บัประชำชน เพ่ือช่วยแกไ้ขปัญหำอำชญำกรรม
ออนไลน ์โดยเฉพำะปัญหำสแกมเมอร ์
   มำตรกำรนีจ้ะเป็นกำรช่วยใหป้ระชำชนรบัรูว้ำ่ หากมีการส่ง SMS และอเีมลทีร่ะบุว่ามาจากหน่วยงาน
รัฐถอืว่าเป็นการแอบอ้างของมิจฉาชพีทัง้หมด ประชำชนไมต่อ้งกดลงิกเ์หลำ่นัน้ เพ่ือช่วยลดปัญหำกำรถกู
หลอกลวง อีกทัง้ยงัยงัสามารถไปแจ้งหน่วยงานทีถู่กแอบอ้าง และเจ้าหน้าทีด่ ารวจเพือ่สบืสวนสอบสวนทีม่าของ 
SMS หรืออเีมลหลอกลวงน้ัน เพือ่น ามจิฉาชพีมาด าเนินคดตีามกฎหมายได้ทันที



5 การด าเนินการปราบปรามอาชฌากรรมทางเทคโนโลย ีกรณีการส่ง SMS ทีม่กีารแนบลงิค์


